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Introduction

Purpose
This update bulletin provides a brief description of the new customer-facing features and changes to existing features

introduced in Roundtable TSMS 12.3. Other internal changes or bug fixes that have been made to improve organization

and/or performance may not be described in this document.

Audience
This document is intended for current Roundtable TSMS users upgrading from 12.2 to 12.3 or Roundtable TSMS users

who want to learn more about the new and changed features available in Roundtable TSMS 12.3.

Platform Availability and Compatibility
e The Roundtable TSMS 12.3 standard GUI client is available for OpenEdge 11.7 and higher on supported Windows
platforms.
e The Roundtable TSMS 12.3 plug-in for OpenEdge is available for Progress Developer Studio for OpenEdge 11.7
and higher on supported Windows platforms.
e The Roundtable TSMS 12.3 server is available for all OpenEdge 11.7 and higher on supported server platforms.

Important
Roundtable TSMS software earlier than 12.3 is not compatible with Roundtable TSMS 12.3 repository databases. It is
recommended that you maintain a separate repository if you must continue development that requires the use of older
Roundtable TSMS releases.

For complete compatibility details of all Roundtable TSMS and Progress OpenEdge releases, please see the Roundtable
TSMS Compatibility Matrix available at www.roundtable-tsms.com.




New and Enhanced Features
Roundtable TSMS 12.3 rolls-up all 12.2 service packs and includes the new features, enhancements, and bug fixes
outlined below.

General Enhancements
e Add ability to create a variant Product from an existing Product definition.
e Add additional security groups for Workspace user assignments and Workspace properties.
e Add ability to create read-only Workspace permissions.
e Add ability to designate users as security administrators.
e Add auditing of security and Workspace permission changes.
e Add ability to set password compliance and strength options.
e Add ability to reset user passwords.
e Add ability to disable user accounts.

GUI Client Enhancements

Usability
e Add Create Variant Product dialog to Products maintenance.
e Add ‘Properties’ and ‘User Assignments’ options to Security Groups maintenance.
e Add ‘Security Administrator’ option to User maintenance.
e Add ‘Disable’ option to User maintenance.
e Add ‘Reset Password’ button to User maintenance.
e Add Security Events Viewer window.
e Add system preference to enable/disable security auditing.
o Add system preference to set password length and strength requirements.
e Add user preference to enable logging of all compile results.
e Add Workspace column to Versions view.
e Add online schema change support for deployment schema updates.
e Save and restore Tabletop properties window position.

Bug Fixes
e Ensure that multiple Selective Compile windows cannot be opened.
e Ensure that Workspace Contents Search window does not show duplicate Product Modules.

Plug-in Client Enhancements

Usability
e Add Create Variant Product dialog to Product context menu.
e Add ‘Properties’ and ‘User Assignments’ options to Security Groups properties sheet.
e Add ‘Security Administrator’ option to User properties.
e Add ‘Disabled’ option to User properties.



e Add ‘Reset Password’ context menu option to User selection.

e Add system preference to enable/disable security auditing.

e Add system preference to set password length and strength requirements.

e Add Workspace column to RTB Versions view.

e Modify security drag-and-drop handling to consider User Assignment permission.

Bug Fixes
e Ensure that objects can only be deleted if active Task belongs to selected Workspace.
e Ensure that the Change Finder permission is respected.
e Ensure that Workspace Sources permission is respected.

Server Enhancements
Usability

Bug Fixes
e Ensure that permission errors are returned to the client when reading/writing objects.
e Ensure that revert-to-release process ignores WIP objects.
e Ensure that where-used of index query includes class references.
e Ensure that where-used class references are created for ENUM references.
e Ensure that class references for schema are added to ‘selcomp’ file during deployment.

AP| Enhancements

Integration
e Add ability to set compile batch size and enable full results logging for selective compile.



